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The development of information technology which has a major influence
on people's lives is believed to have brought benefits to countries in the world.
The current development of information technology has given rise to new cases
that force the law to adapt and move. The new crime is related to the internet
which is referred to as cyber crime. Cyber Crime is a cyber crime activity that
uses social networks or the internet as a tool to commit crimes. This research is
in line with the author's aim to find out how the police's efforts are in tackling
criminal acts of hacking data as cyber crimes and the inhibiting factors in
overcoming criminal acts of hacking data as cyber crimes.

The method used in empirical legal research, the method used in legal
research which is carried out by describing the actual situation of the object under
study by taking data based on the experiences of respondents, where law is seen
as a fact because law will interact with other related social institutions with cyber
crimes.

The efforts of the police in tackling the criminal act of hacking data as a
mayantara crime are by means of pre-emptive efforts, preventive efforts
(prevention), and repressive efforts (law enforcement). Pre-emptive efforts are
the initial steps taken by the police to prevent a crime from occurring. Efforts
made in pre-emptive crime prevention are instilling good values/norms so that
these norms are internalized within a person. Preventive efforts eliminate an
opportunity to commit a crime. Repressive efforts are a procedural effort in
accordance with the state legal system, namely the criminal justice system. The
inhibiting factor in overcoming criminal acts of data hacking is the lack of human
resources such as incomplete detection facilities in the police and other
institutions in tackling data hacking actions. As well as the lack of public
awareness of legal knowledge and also knowledge of electronic information.

My advice as a researcher on police efforts in tackling criminal acts of
data hacking is the need to complete facilities, especially hacker detection tools
so that investigations run optimally and the inhibiting factor for the police in
tackling criminal acts of data hacking is that the community should equip or
improve an electronic media security system that is connected to internet in order
to avoid illegal access.
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